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DEFINIZIONI 
Attività sensibili: Indicano i processi, operazioni o atti ovvero insieme di operazioni e atti 
nello svolgimento dei quali, in rapporto alle fattispecie dei Reati Presupposto, è 
astrattamente possibile, da parte delle persone che svolgono la propria attività per la 
Società, la commissione di un reato rientrante in tali fattispecie; 
Attività strumentali: le attività della Società che risultano potenzialmente strumentali alla 
commissione dei reati di cui al D.Lgs. 231/2001; 
Consulenti: i soggetti che in ragione delle competenze professionali prestano la propria 
opera intellettuale in favore o per conto della Società; 
Decreto: il Decreto Legislativo 8 giugno 2001, n. 231 e successive modifiche ed integrazioni; 
Destinatari del Modello: i soggetti individuati al paragrafo 3 del presente Modello, che 
sono tenuti al rispetto delle prescrizioni in esso previste; 
Dipendenti: i soggetti aventi con la Società un contratto di lavoro subordinato o 
parasubordinato; 
Incaricato di un pubblico servizio: colui che “a qualunque titolo presta un pubblico 
servizio”, intendendosi un’attività disciplinata nelle stesse forme della pubblica funzione, 
ma caratterizzata dalla mancanza dei poteri tipici di questa (art. 358 c.p.); 
Linee Guida Confindustria: documento-guida di Confindustria (approvato il 7 marzo 2002, 
ultimo aggiornamento giugno 2021) per la costruzione dei modelli di organizzazione, 
gestione e controllo di cui al D.Lgs. 231/2001;  
Modello o Modello Organizzativo: il presente Modello di organizzazione, gestione e 
controllo, redatto ed adottato ai sensi del Dlgs 231/01; 
Organismo di Vigilanza o OdV: l’organismo descritto al paragrafo 5 del presente Modello; 
Pubblico ufficiale: colui che “esercita una pubblica funzione legislativa, giudiziaria o 
amministrativa” (art. 357 c.p.); 
Partner: sono le controparti contrattuali della Società, persone fisiche o giuridiche, con cui 
la stessa addivenga ad una qualunque forma di collaborazione contrattualmente regolata; 
Reati Presupposto: i reati rilevanti ai sensi del D.Lgs. 231/2001; 
Società: SOTEMAPACK S.p.A. 
Soggetti apicali: persone che rivestono funzioni di rappresentanza, di amministrazione o di 
direzione della Società o di una sua unità dotata di autonomia finanziaria e funzionale, 
nonché persone che esercitano, anche di fatto, la gestione o il controllo della Società; 
Soggetti subordinati: persone sottoposte alla direzione o alla vigilanza di uno dei soggetti di 
cui al punto precedente. 
Soggetti Terzi: Partners commerciali e finanziari, i consulenti, i collaboratori a qualsiasi 
titolo, anche occasionali, i tirocinanti, gli stagisti, gli agenti, i clienti ed i fornitori, e, in 
generale, chiunque abbia rapporti professionali o contrattuali con la Società  
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1 IL DECRETO LEGISLATIVO 8 GIUGNO 2001 N. 231 

1.1 Ambito di applicazione e natura della responsabilità degli enti 
Il D.Lgs. 8 giugno 2001, n. 231 (d’ora innanzi, per brevità, il “Decreto”) ha previsto per la 
prima volta nel nostro ordinamento la possibilità che società ed enti possano essere 
direttamente chiamati a rispondere dei reati commessi nel loro interesse o a loro vantaggio 
da dirigenti, dipendenti e da tutti coloro che operano in nome e per conto della Società. 
 
La platea degli enti interessati è costituita sia da quelli dotati di soggettività giuridica 
(società di persone e di capitali) che da società ed associazioni anche prive di personalità 
giuridica. Sono esclusi dal novero degli enti interessati dalla norma lo Stato, gli enti pubblici 
territoriali, gli altri enti pubblici non economici nonché gli enti che svolgono funzioni di 
rilievo costituzionale. 
In conformità agli obblighi internazionali e comunitari, il Decreto in esame ha introdotto nel 
nostro ordinamento una forma di responsabilità diretta ed autonoma degli enti collettivi, 
collegata alla commissione di specifici reati; responsabilità definita “amministrativa”, ma 
nella sostanza configurabile come una vera e propria forma di responsabilità penale. 
 
 

1.2 Fattispecie di reato e di illecito 
La responsabilità della Società sorge solo per reati tassativamente indicati dal Decreto, dalle 
sue successive integrazioni, nonché dalle leggi che espressamente richiamano la disciplina 
del Decreto (cd. “Reati Presupposto”, di cui all’allegato C).  

1.3 Criteri di imputazione della responsabilità alla Società 
Affinché sia ravvisabile una responsabilità amministrativa della Società per i Reati 
Presupposto, è necessario che si perfezionino due requisiti individuati dall’art. 5 del 
Decreto. È infatti necessario che: 

• il reato sia commesso da un soggetto funzionalmente legato alla Società (cd. “requisito 
soggettivo”), ovvero da: 

- persone che rivestono funzioni di rappresentanza, di amministrazione o di 
direzione della Società o di una sua unità organizzativa dotata di autonomia 
finanziaria e funzionale, nonché da persone che esercitano, anche di fatto, la 
gestione e il controllo dello stesso (cd. “soggetti apicali”); 

- persone sottoposte alla direzione o alla vigilanza di uno dei sopra indicati soggetti 
apicali (cd. “soggetti sottoposti ad altrui direzione”).  

Per soggetti apicali si intendono coloro che esercitano funzioni di rappresentanza, 
amministrazione, direzione dell’Ente o di una sua unità organizzativa dotata di 
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autonomia finanziaria e funzionale ed hanno un potere autonomo di prendere decisioni 
in nome e per conto della Società, nonché di quei soggetti che esercitano anche “di 
fatto” atti di gestione. In tale ottica assume particolare importanza la struttura del 
sistema di deleghe di poteri e di funzioni per la quale si rimanda all’ “Organigramma” 
(vedasi in allegato al Risk Assessment). 
Per soggetti sottoposti ad altrui direzione si intendono invece i lavoratori dipendenti, 
ma anche soggetti non appartenenti al personale della Società, ai quali sia stato 
affidato un incarico da svolgere sotto la direzione e la sorveglianza dei soggetti apicali, 
quali, ad esempio, agenti, collaboratori ed i consulenti. 

• il reato sia commesso, anche solo parzialmente, nell’interesse o a vantaggio della 
Società (c.d. “requisito oggettivo”). 

L’interesse sussiste quando l’autore del reato ha agito con l’intento di favorire la 
Società, indipendentemente dalla circostanza che poi tale obiettivo sia stato realmente 
conseguito. Il vantaggio sussiste quando la Società ha tratto, o avrebbe potuto trarre, 
dal reato un risultato positivo, economico o di altra natura. 
La Società non risponde, invece, se il fatto - reato è stato commesso 
indipendentemente o contro il suo interesse oppure nell’interesse esclusivo dell’autore 
del reato o di terzi.  

1.4 Esimente della responsabilità 
La sussistenza dei requisiti menzionati nel paragrafo precedente è condizione necessaria ma 
non sufficiente per affermare la responsabilità della Società. Il Decreto stabilisce, infatti, 
che la Società non è punibile se prima della commissione del reato:  

- ha adottato ed efficacemente attuato un “Modello di organizzazione e di gestione” 
(d’ora innanzi, per brevità, il “Modello”), idoneo a prevenire la commissione di Reati 
Presupposto della specie di quello che è stato realizzato; 

- ha affidato ad un organismo dotato di autonomi poteri di iniziativa e di controllo 
(c.d. “Organismo di Vigilanza”), il compito di vigilare sul funzionamento e 
l’osservanza del Modello e di curare il suo aggiornamento; 

- l’Organismo di Vigilanza è stato diligente nello svolgere i propri compiti di controllo 
sul Modello. 

Il Modello opera quindi quale causa di non punibilità della Società in caso di commissione di 
un Reato Presupposto – in presenza dei requisiti soggettivi e oggettivi sopra delineati – sia 
da parte di un soggetto apicale sia da parte di un soggetto subordinato, con le seguenti 
differenze: 

- per i reati commessi da un soggetto apicale la Società deve dimostrare che il reato è 
stato commesso “eludendo fraudolentemente” il Modello. La Società deve quindi 
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provare che il Modello era efficace e che il soggetto apicale lo ha violato 
intenzionalmente, aggirandolo; 

- per i reati commessi da soggetti in posizione subordinata, invece, la Società può 
essere sanzionata solo qualora si accerti che la commissione del reato è stata resa 
possibile “dall’inosservanza degli obblighi di direzione o vigilanza”. L’inosservanza 
degli obblighi di direzione o vigilanza non ricorre se la Società, prima della 
commissione del reato, ha adottato ed efficacemente attuato un Modello idoneo a 
prevenire reati della specie di quello verificatosi.  

É opportuno precisare che la predisposizione dei modelli e l’istituzione dell’organo di 
controllo non sono obbligatorie, ma costituiscono una precauzione necessaria affinché la 
Società possa godere delle esimenti di responsabilità.  
In ogni caso i modelli organizzativi stabiliti dal D.Lgs. 231/2001 costituiscono strumenti 
adatti non solo ad evitare le pesanti sanzioni previste dalla legge a carico delle società, ma 
anche a migliorare le funzioni di organizzazione, amministrazione e controllo nell’ambito 
della governance societaria, nonché a rafforzare l’immagine di efficienza, trasparenza ed 
etica commerciale che la società stessa diffonde sul mercato.  

1.5 Caratteristiche del Modello 
La legge non disciplina analiticamente la natura e le caratteristiche del Modello, ma 
individua alcuni principi di ordine generale e alcuni contenuti essenziali. Non viene quindi 
previsto un modello di organizzazione standard, atteso che nella realtà ciascuna struttura 
organizzativa presenta tratti distintivi autonomi, di conseguenza differenti saranno i modelli 
di organizzazione e di gestione che dovranno essere adeguati in relazione alla natura, alla 
dimensione dell’organizzazione e al tipo di attività svolta, nonché idonei a garantire lo 
svolgimento dell’attività nel rispetto della legge e a scoprire ed eliminare tempestivamente 
situazioni di rischio. 
Quanto più si conoscono i processi decisionali, maggiori saranno le possibilità di predisporre 
modelli rispondenti alla ratio del Decreto e pertanto sarà fondamentale, in fase di 
progettazione, individuare: 

- nell’organizzazione della Società, i soggetti apicali e le attività a rischio reato; 

- le situazioni nelle quali tali soggetti potrebbero avere interesse ad aggirare 
fraudolentemente i modelli con lo scopo di commettere reati; 

- le modalità attraverso cui si potrebbe realizzare l’elusione fraudolenta del Modello. 

Il Modello opera quale causa di non punibilità solo se: 

• efficace, ovvero ragionevolmente idoneo a prevenire il reato o i reati commessi. Il 
Decreto prevede, sotto questo profilo, che il Modello debba avere i seguenti requisiti 
minimi: 

- siano individuate le attività della Società nel cui ambito possono essere commessi reati; 
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- siano previsti specifici protocolli diretti a programmare la formazione e l’attuazione 
delle decisioni della Società, in relazione ai reati da prevenire; 

- siano individuate le modalità di gestione delle risorse finanziarie idonee ad impedire 
la commissione di reati; 

- sia introdotto un sistema disciplinare idoneo a sanzionare il mancato rispetto delle 
misure indicate nel Modello; 

- siano previsti obblighi di informazione nei confronti dell’OdV; 

- siano predisposti canali di segnalazione degli illeciti che garantiscano la riservatezza 
del segnalante e tutele di quest’ultimo da comportamenti ritorsivi e/o discriminatori 
(c.d. “whistleblowing”); 

• adottato preventivamente dall’organo dirigente della Società, che deve avere affidato il 
controllo sul funzionamento e l’osservanza dei modelli, e di curarne l’aggiornamento, ad 
un organismo della Società dotato di autonomi poteri di iniziativa e controllo; 

• effettivamente attuato, ovvero il suo contenuto trovi effettiva applicazione nelle 
procedure aziendali e nel sistema di controllo interno. Il Decreto prevede, sotto questo 
profilo, la necessità di una verifica e di un aggiornamento periodico del Modello, sia 
qualora emergano significative violazioni delle prescrizioni in esso contenute, sia 
qualora intervengano mutamenti nell’organizzazione o nell’attività della Società, sia 
qualora intervengano aggiornamenti normativi in tema di Reati Presupposto. 

Nel caso in cui, nonostante l’adozione di un modello dotato delle caratteristiche suddette, si 
verificasse l’aggiramento fraudolento del sistema e la commissione del reato, tali fatti 
saranno da considerarsi “eventi ragionevolmente imprevedibili” da parte della Società, con 
la conseguenza che la commissione dell’illecito non risulterà idonea a dimostrare ex post 
l’inadeguatezza del Modello posto in essere.  
Il Decreto dispone, inoltre, che i modelli di organizzazione e di gestione possano essere 
adottati sulla base di codici di comportamento redatti da associazioni rappresentative di 
categoria. Nel marzo 2002 Confindustria ha approvato le prime “Linee Guida per la 
costruzione dei modelli di organizzazione, gestione e controllo ex D.Lgs. 231/2001”, riferite 
ai soli reati contro la Pubblica Amministrazione e successivamente integrate con riferimento 
alle varie fattispecie di Reato Presupposto progressivamente inserite nel Decreto, sino 
all’ultima revisione del giugno 2021. Nel gennaio 2018 Confindustria ha emesso le ultime 
Linee Guida, specifiche sulla disciplina del “whistleblowing”.  

1.6 Sanzioni 
L’accertamento della responsabilità amministrativa della Società è strettamente connesso 
alla materia penale, pertanto spetta al giudice penale accertare la responsabilità e infliggere 
le sanzioni. Nella maggior parte dei casi il procedimento per l’illecito amministrativo viene 
riunito al procedimento penale instaurato nei confronti dell’autore materiale dello stesso e, 
in quanto compatibili, trovano applicazione le norme procedurali disciplinanti i reati da cui 
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l’illecito amministrativo dipende.  
L’art. 9, co. 1, del Decreto individua le sanzioni che possono essere comminate all’ente 
ritenuto responsabile per la commissione di uno dei Reati Presupposto, ovvero: 

• sanzione pecuniaria, che consiste in una somma di denaro quantificata in base alla 
gravità del reato, al grado di responsabilità della Società, all’attività svolta per eliminare 
le conseguenze del fatto e attenuarne le conseguenze o per prevenire la commissione di 
altri illeciti. In caso di condanna della Società la sanzione pecuniaria è sempre applicata 
e al relativo pagamento risponde solo la Società con il suo patrimonio; 

• sanzioni interdittive, che prevedono un “obbligo di non fare” e sono: 

- l’interdizione, temporanea o definitiva, dall’esercizio dell’attività; 

- la sospensione o la revoca delle autorizzazioni, licenze o concessioni funzionali alla 
commissione dell’illecito; 

- il divieto di contrattare con la pubblica amministrazione, salvo che per ottenere le 
prestazioni di un pubblico servizio; 

- l’esclusione da agevolazioni, finanziamenti, contributi o sussidi e l’eventuale revoca 
di quelli già concessi; 

- il divieto, temporaneo o definitivo, di pubblicizzare beni o servizi. 

Le sanzioni interdittive sono comminate, congiuntamente a quelle pecuniarie, solo se 
espressamente previste per quella fattispecie di Reato Presupposto dal Decreto e se 
l’ente ha tratto dal reato un profitto di rilevante entità o in caso di reiterazione degli 
illeciti; hanno durata temporanea, da determinarsi da parte del giudice in un intervallo 
compreso tra tre mesi e due anni (ovvero tra i quattro e i sette anni per alcune ipotesi 
corruttive). Le sanzioni interdittive possono essere applicate anche in via cautelare, su 
richiesta del Pubblico Ministero, qualora sussistano gravi indizi della responsabilità della 
Società e vi siano fondati e specifici elementi tali da far ritenere il concreto pericolo che 
vengano commessi illeciti dello stesso tipo di quello già commesso; 

• confisca, che è sempre disposta con la sentenza di condanna, in quanto consegue 
automaticamente all’accertamento della responsabilità della Società, la quale consiste 
nell’acquisizione da parte dello Stato del prezzo o del profitto del reato o di un valore ad 
essi equivalente; 

• pubblicazione della sentenza di condanna, quale sanzione accessoria alla sanzione 
interdittiva, che consiste nella pubblicazione della sentenza di condanna una sola volta, 
per estratto o per intero a spese della Società, in uno o più giornali indicati dal Giudice 
nella sentenza nonché mediante affissione nel Comune ove la Società ha la sede 
principale. 
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2 SOTEMAPACK S.P.A. – ATTIVITÀ SVOLTA E PRINCIPALI CARATTERISTICHE DELLA SOCIETÀ 

2.1 Tipologia di attività esercitata  

La Società è stata fondata nel 1974 e si è rapidamente inserita nel mercato italiano ed 
internazionale della costruzione di macchine per l'imballaggio in film termoretraibile. Negli 
anni, SOTEMAPACK ha ampliato la gamma dei propri prodotti, specializzandosi anche nei 
settori dell'imballaggio in termoretraibile mediante una bobina di film mono-piegato, 
dell'avvolgimento in film estensibile e del fine linea completo. 

Attualmente la Società ha un'ampia gamma produttiva e copre settori molto diversificati, 
dal pacco multiplo di prodotti alimentari (barattoli, lattine, vasetti, bottiglie e scatole) a 
quello dei prodotti della lavorazione del legno, dall'imballaggio dei prodotti in polistirolo 
espanso a quello dei prodotti industriali più diversi. Inoltre, la gamma produttiva include 
macchine combinate vassoio/cartone con sistema “wrap-around” e macchine 
termoretraibili a bassa velocità a barra saldante. 

Le tipologie dei prodotti offerti sono ripartite in due macrosettori: “Food & Beverage” e 
“Industriale”.  

Le macchine vengono progettate dall’Area Tecnica e realizzate dall’Officina interna. La 
Società offre ai propri Clienti anche il servizio di installazione e post - vendita.  

Nell’ambito “industriale” la Società esegue anche impianti completi “chiavi in mano” in cui 
si integrano macchine progettate e prodotte internamente con altre acquistate da società 
terze 

2.2 La struttura organizzativa 

La struttura organizzativa della Società riepilogata nell’organigramma in vigore alla data di 
approvazione/aggiornamento del presente Modello (allegato al Risk Assessment) prevede 
le attività di seguito brevemente descritte: 

Direzione Generale 

La Direzione generale si occupa del coordinamento delle varie aree aziendali in accordo con 
le direttive generali della società controllante e del Consiglio di Amministrazione . 

Area Operations 

Il responsabile Operations si occupa dell’organizzazione dell’attività produttiva coordinando 
le attività tipiche dell’officina armonizzandone i processi ed i tempi in accordo con l’ufficio 
acquisti ed i principali fornitori. 

Si preoccupa altresì della gestione e miglioramento degli strumenti di produzione sia per 
l’officina che per gli uffici. 
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Amministrazione  

Sotto la direzione del Responsabile Amministrativo, l’amministrazione si occupa della 
contabilità generale, della predisposizione dei bilanci d’esercizio, delle attività connesse al 
ciclo attivo ed al ciclo passivo. 

Ufficio Commerciale 

Il Direttore Commerciale coordina i venditori, specializzati nei settori “Food & Beverage” ed 
“Industriale”, con i relativi assistenti commerciali. La forza vendite è suddivisa per aree 
geografiche di competenza e gestisce anche i progetti che nascono dalle attività 
promozionali generati dalle filiali della controllante. 

All’interno dell’area commerciale è presente anche l’Ufficio Ingegneria di vendita che si 
occupa della preparazione delle offerte dal punto di vista economico in accordo ai 
contenuti tecnici richiesti da ogni specifica; questa attività è spesso realizzata in 
collaborazione con l’ufficio tecnico. 

Inoltre, l’ufficio commerciale è il settore dell’azienda preposto alle ricerche di mercato, alla 
ricerca di nuovi clienti, alla negoziazione dei prezzi e delle condizioni di pagamento. 

Area Tecnica 

L’ufficio tecnico, che comprende la progettazione meccanica, la progettazione hardware dei 
quadri elettrici, la scrittura del software, affianca anche la produzione in officina durante le 
fasi di montaggio, cablaggio e collaudo pre-spedizione, coordinando infine l’attività di 
realizzazione della manualistica a corredo dei prodotti.  

Acquisti  

L’ufficio acquisti provvede alla selezione dei fornitori di materiali di commercio, materiali a 
disegno e fornitori di macchine complete (macchine di terzi) e provvede all’emissione degli 
ordini d’acquisto e alla loro registrazione nel sistema gestionale (ERP). 

La validazione e la gestione delle proposte di acquisto e dei fabbisogni produttivi viene 
svolta dagli addetti dell’ufficio acquisti-produzione (Procurement) sotto la supervisione del 
responsabile dell’area. 

Le principali attività di acquisti di servizi generali ed amministrativi (SG&A) vengono svolte 
dall’ufficio centralizzato di gruppo.  

Inoltre, acquista anche tutti gli altri materiali richiesti dalle varie funzioni aziendali sia per le 
commesse che le attività indirette. 

A detta funzione fa capo anche il magazzino che si occupa della ricezione e conservazione 
materie prime, consegna in produzione dei materiali richiesti dalle varie commesse e la 
tenuta sotto controllo delle giacenze. 

A carico del magazzino vi è anche la gestione dei campioni inviati dai clienti e la 
preparazione delle macchine finite alla spedizione (carico su camion). 
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Produzione 

Il Responsabile di produzione coordina e pianifica le attività degli operai addetti ai montaggi 
meccanici e ai cablaggi dall’inizio della fase di assemblaggio fino alla preparazione della 
macchina al collaudo interno 

Collaudo 

Il Responsabile dei collaudi coordina le attività degli operai specializzati addetti al collaudo 
pre-spedizione di tutti i prodotti dell’azienda. 

Raccoglie i feed-back delle problematiche incontrate e le trasferisce in ufficio tecnico sia per 
valutare le eventuali azioni correttive che per migliorare i nuovi prodotti (attività svolta in 
collaborazione con ufficio tecnico). 

Post-Vendita/Ricambi 

Il Responsabile post-vendita gestisce l’attività di prima messa in marcia delle macchine 
presso i clienti (avviamenti), coordina il servizio di assistenza sul parco macchine installato e 
si occupa della promozione e vendita di retrofit e ricambi. 

Ufficio Risorse Umane (HR) 

La gestione delle risorse umane, intesa come relazione con i singoli dipendenti dell’azienda 
così come la selezione di nuovo personale, avviene tramite il coinvolgimento dell’Ufficio 
Risorse Umane della capogruppo che armonizza le procedure di selezione (colloqui), la 
mappatura delle competenze e coordina i piani formativi in base alle esigenze di ogni 
ufficio. 

HSE 

La gestione degli aspetti riconducibili alla SSL (salute e sicurezza sul lavoro) è stata affidata a 
una società esterna che si coordina con la struttura interna dell’Azienda, così come la 
responsabilità del SPP (Servizio di Prevenzione e Protezione) è stata assegnata a un 
professionista esterno all’Azienda. All’interno dell’Azienda i preposti e gli addetti alle 
squadre per la gestione delle emergenze sono stati adeguatamente formati e formalmente 
nominati. 

UFFICIO IT 

La gestione dell’infrastruttura informatica dell’azienda avviene tramite il coinvolgimento 
dall’Ufficio IT della capogruppo che valuta sia i fabbisogni dei singoli uffici (PC, software 
applicativi) che dell’intera azienda (Server, Centralini, Stampanti, attività di back-up etc.), 
armonizza le procedure di selezione dei fornitori di hardware/software e coordina l’attività 
di implementazione e di manutenzione dei vari dispositivi. 
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2.3 Corporate Governance 

SOTEMAPACK S.p.A. ha un capitale sociale di € 2.400.000, costituito da 2.400.000 azioni del 
valore ciascuna di € 1. La Società è soggetta alla direzione e coordinamento da parte di 
Aetna Group Spa, che detiene il 60% delle azioni.  

ASSEMBLEA DEI SOCI 

L’assemblea dei soci è regolata dalle norme previste dal Codice Civile integrato da quanto 
disposto dallo Statuto Sociale (Titolo III, artt. da 12 a 20) . L'assemblea è regolarmente 
costituita con la presenza di tanti soci che rappresentino almeno la metà del capitale sociale 
e delibera a maggioranza assoluta dei presenti. Nei casi di modifiche all’atto costitutivo, di 
aumenti e/o riduzione del capitale sociale, di approvazione di progetti di fusione e/o 
scissione e di messa in liquidazione l’assemblea delibera con il voto favorevole di tanti soci 
che rappresentino almeno il 65% del capitale sociale. 

La Società ha optato per un sistema di amministrazione e controllo di tipo tradizionale 
come previsto dagli artt. 2380 e seguenti del Codice Civile e, pertanto, sono stati nominati 
un Consiglio di Amministrazione ed un Collegio Sindacale. Il  controllo legale dei conti è 
stato affidato ad una Società di revisione. 

CONSIGLIO DI AMMINISTRAZIONE 

La Società è amministrata da un Consiglio di Amministrazione (Titolo IV, artt. 21 e ss.) 
composto da tre o cinque membri, anche non soci, i quali durano in carica tre anni e sono 
rieleggibili. Al Consiglio di Amministrazione spettano tutti i più ampi poteri per 
l'amministrazione ordinaria e straordinaria della società. Sono sottratti alla competenza del 
Consiglio di Amministrazione tutti gli  atti che siano riservati per legge o per statuto 
all'assemblea. Le riunioni del Consiglio sono valide con la presenza della maggioranza dei 
suoi membri e, in difetto di convocazione, con la presenza di tutti i suoi membri e di almeno 
uno dei sindaci effettivi 

Il Consiglio di Amministrazione è attualmente composto da 5 membri, tra i quali un 
presidente e due amministratori delegati. 

ORGANI DI CONTROLLO 

Il Controllo contabile è stato affidato al Collegio Sindacale ed è attualmente composto da 
tre membri effettivi e due supplenti; il controllo legale dei conti è affidato alla Società di 
revisione Deloitte & Touche SpA. 

DIREZIONE E COORDINAMENTO (EX ARTT. 2497  E SS. C.C.) 

SOTEMAPACK, dal 12 aprile 2018 è soggetta all’attività di direzione e coordinamento di 
Aetna Group SpA ai sensi e per gli effetti degli artt. 2497 e seguenti del codice civile.  
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3 IL MODELLO ORGANIZZATIVO DI SOTEMAPACK S.P.A. 
Sebbene l’adozione del presente Modello costituisca una “facoltà” e non un obbligo, la 
Società ha deciso di procedere con la sua attuazione, in quanto consapevole che tale 
sistema rappresenti un’opportunità per migliorare la sua Corporate Governance, cogliendo 
al contempo l’occasione dell’attività svolta (analisi dei rischi potenziali, valutazione e 
adeguamento del sistema dei controlli già esistenti sui processi sensibili) per sensibilizzare 
le risorse impiegate rispetto ai termini del controllo dei processi aziendali, finalizzato ad una 
prevenzione “attiva” dei reati. La struttura di governance di Sotempack si ispira ai principi 
etici e sociali espressi nel Codice di Condotta della Controllante Aetna Group SpA, che 
anche la Società ha adottato.  

3.1 Predisposizione del Modello: Risk Assessment 
 
La predisposizione del Modello Organizzativo di SOTEMAPACK S.p.A. è stata preceduta da 
una serie di attività propedeutiche di “mappatura” delle Aree a rischio di reato e di verifica 
dei sistemi di controllo interno della Società, in linea con le previsioni del Decreto 231/01 e 
delle Linee Guida.  
 
In proposito, si ricorda che le fasi principali in cui si articola un sistema di gestione dei rischi 
finalizzato alla costruzione del Modello Organizzativo sono identificate come segue dalle 
previsioni del Decreto 231/01 e dalle Linee Guida: 
a) “identificazione dei rischi”, i.e. analisi del contesto aziendale per evidenziare in 

quale area/settore di attività e secondo quali modalità si possono verificare eventi 
pregiudizievoli per gli obiettivi indicati nel Decreto 231/01; 

b) “progettazione del sistema di controllo” (c.d. protocolli per la programmazione 
della formazione ed attuazione delle decisione dell’Ente), i.e. valutazione del sistema 
organizzativo e di controllo esistente all’interno della Società e suo eventuale 
adeguamento, per renderlo idoneo a contrastare efficacemente i rischi identificanti, 
cioè per ridurre i rischi a un “livello accettabile”, avendo riguardo i) alla probabilità 
di accadimento dell’evento e ii) all’impatto dell’evento stesso nonché (iii) alle 
dimensioni e alla struttura aziendale. 

 
Le attività propedeutiche in questione (i.e. la “mappatura delle Aree a rischio reato” e la 
verifica dei sistemi di controllo interno), sono state svolte attraverso un’attività di self-
assessment che ha avuto ad oggetto l’esame della documentazione aziendale 
(organigrammi, deleghe e procure societarie, policy, procedure, linee guida e regolamenti 
interni adottati dalla Società, etc.) e dei colloqui con il personale della Società. L’attività di 
verifica è stata condotta, inoltre, attraverso l’analisi di ulteriori elementi ritenuti rilevanti ai 
fini del processo di identificazione dei rischi e di valutazione delle aree/attività 
maggiormente esposte alla commissione di reati, tra cui: 
– il quadro normativo; 
- la struttura societaria ed organizzativa nonché la specifica “storia” della Società; 
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-  le dimensioni della Società (in relazione a dati quali fatturato, numero di 
dipendenti); 

-  i mercati e gli ambiti territoriali in cui la Società opera; 
- la collaborazione tra i responsabili delle varie funzioni; 
- l’identificazione dei soggetti la cui condotta illecita può comportare una 

responsabilità di SOTEMAPACK S.p.A. ai sensi del Decreto 231/01, ivi inclusi i 
Soggetti Apicali, i Soggetti sottoposti all’altrui direzione ed i soggetti terzi (ispettori, 
tecnici, professionisti, consulenti, service provider) con i quali la Società interagisce;      

-  la comunicazione tra il management e i lavoratori; 
– il grado di segregazione tra le funzioni; 
– l’evoluzione della giurisprudenza e della dottrina; 
– le considerazioni derivanti dall’esperienza applicativa del Modello nel corso degli 

anni;  
– la prassi delle società italiane in relazione alla gestione e redazione dei modelli 

organizzativi (“best practices”); 
 
In base alle informazioni raccolte è stato possibile procedere, con riferimento a ciascuna 
Area a Rischio Reato, ad una “mappatura” delle specifiche attività a rischio e del sistema di 
controllo attualmente esistente all’interno della Società, riportando nelle relative tabelle 
quanto segue: 
-  le c.d. “ATTIVITÀ SENSIBILI” e le c.d. “FUNZIONI/DIREZIONI AZIENDALI COIVOLTE”: 
un’elencazione esemplificativa delle attività svolte nell’ambito di ciascuna Area a Rischio 
individuata e delle relative funzioni aziendali di riferimento che potrebbero potenzialmente 
portare alla commissione di reati; si precisa che in tale elencazione sono comprese le 
attività che i responsabili di funzione o di unità organizzativa potrebbero porre in essere in 
virtù dei poteri conferiti agli stessi dalla Società mediante procura speciale; si specifica, 
altresì, che nell’individuazione delle Aree a Rischio sono state considerate le attività che 
possono comportare un rischio teorico di commissione del reato e non implicano un 
giudizio circa la presenza di un rischio ad oggi concreto di realizzazione del reato stesso; 
- il “REATO PRESUPPOSTO ex D. Lgs. 231/01”: l’indicazione dei reati rilevanti ai sensi del D. 
Lgs. 231/01 che potrebbero potenzialmente essere commessi in relazione all’attività a 
rischio individuata; 
-  i “REATI RILEVANTI E LA POTENZIALE MODALITÀ COMMISSIVA”: alcuni esempi pratici, 
ancorché teorici, delle concrete modalità con cui i reati rilevanti ai sensi del DLgs 231/01 
potrebbero in astratto essere commessi; 
- il “RISCHIO POTENZIALE”: una valutazione del livello di rischio astratto di commissione dei 
Reati come “alto/medio/basso” compiuta sulla base di fattori comprendenti i) la probabilità 
di accadimento dell’evento e ii) l’impatto dell’evento stesso. Il Rischio Potenziale non tiene, 
invece, in considerazione l’eventuale presenza di sistemi di controllo e prevenzione 
esistenti all’interno della Società, che incidono invece sulla successiva valutazione del 
“Rischio Residuo”; 
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- i “PROCESSI STRUMENTALI E DI GESTIONE ASSOCIABILI AI REATI”: l’indicazione dei sistemi 
di controllo e le prassi adottate dalla Società che risultano idonei a prevenire o ridurre il 
rischio di integrazione dei reati astrattamente configurabili. In particolare, si è dato atto 
delle ipotesi di “segregazione” di funzioni (i.e. della separazione di compiti fra coloro che 
svolgono fasi cruciali di un processo a rischio ) e degli ulteriori strumenti di “controllo” 
esistenti, tra cui: i) procedure manuali ed informatiche che eventualmente disciplinano 
l’attività; ii) un sistema organizzato della distribuzione delle responsabilità, dei poteri di 
firma e poteri autorizzativi; iii) attività di verifica e monitoraggio. Si precisa che in tale 
elencazione sono state prese in considerazione sia le informazioni raccolte durante le 
interviste, sia la disamina dei documenti consegnati dalla Società; 
- il “RISCHIO RESIDUO”: una valutazione del livello di rischio di commissione dei reati 
rilevanti ai sensi del DLgs 231/01 in considerazione dei controlli esistenti e del livello di 
rischio potenziale rilevato. Il giudizio (alto/medio/basso) relativo al rischio residuo ha come 
punto di riferimento il c.d. “rischio accettabile”: viene cioè valutato se i controlli esistenti 
sono idonei a contrastare efficacemente i rischi identificanti e se sono adatti a ridurre i 
rischi a un “livello accettabile”. Si è, pertanto, proceduto ad attribuire un livello di rischio 
residuo: 
i) BASSO: laddove si è ritenuto che il sistema di controlli preventivi adottato dalla Società sia 
complessivamente idoneo, pur necessitando di qualche integrazione di carattere 
secondario, a ridurre il rischio ad un livello accettabile; 
ii) MEDIO: laddove si è ritenuto che il sistema di controlli preventivi adottato dalla Società 
non sia del tutto idoneo a ridurre il rischio ad un livello accettabile e sia, pertanto, 
necessario procedere a delle integrazioni/modifiche ai processi esistenti; 
iii) ALTO: laddove si è ritenuto che il sistema di controlli preventivi adottato dalla Società 
non sia idoneo a ridurre il rischio ad un livello accettabile e, pertanto, sia necessario che la 
Società adotti delle procedure nuove e/o diverse da quelle in essere con un’azione 
immediata. 
 
Alla luce dell’analisi svolta dalla Società ai fini della predisposizione del presente Modello, 
sono emerse le seguenti categorie di Reati Presupposto, che potenzialmente potrebbero 
impegnare la responsabilità della Società, indicate nel documento denominato Mappatura 
delle attività sensibili o Risk Assessment (Allegato n. 2): 
 

- art. 24 – Indebita percezione di erogazioni, truffa in danno dello Stato o di un Ente 
Pubblico o per il conseguimento di erogazioni pubbliche e frode informatica in 
danno dello Stato o di un Ente Pubblico;  

- Art. 24 bis - Delitti informatici e trattamento illecito dei dati; 

- Art. 25 – Concussione, induzione indebita a dare o promettere utilità e corruzione;  

- Art. 25 bis -  Falsità in monete, in carte di pubblico credito, in valori di bollo ed in 
strumenti o segni di riconoscimento; 
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- Art.  25 bis1 - Delitti contro l'industria e il commercio; 

- Art. 25 ter – Reati Societari; 

- Art. 25 quinquies - Delitti contro la personalità individuale; 

- Art. 25 octies– Ricettazione, riciclaggio e impiego di denaro, beni o utilità di 
provenienza illecita; 

- Art. 25 novies - Delitti in materia di violazione del diritto d’autore; 

- Art. 25 decies - Induzione a non rendere dichiarazioni o a rendere dichiarazioni 
mendaci all'autorità giudiziaria; 

- Art. 25 duodecies - Impiego di cittadini di paesi terzi il cui soggiorno è irregolare; 

- Art. 25 quinquiesdecies – Reati Tributari; 

- Art. 24 bis -  Delitti informatici e trattamento illecito di dati; 

- Art. 24 ter - Delitti di criminalità organizzata; 

- Legge 16 marzo 2006, n. 146 - Reati transnazionali;  

- Art. 25 quater - Delitti con finalità di terrorismo o di eversione dell’ordine 
democratico; 

- Art. 25-duodecies - Impiego di cittadini di paesi terzi il cui soggiorno è irregolare;  

- Art. 25 quinquies - Delitti contro la personalità individuale. 

 
L’attività di Risk Assessment non ha interessato l’area relative alla Sicurezza sul Lavoro, in 
relazione alla quale la Società ha dato avvio alla implementazione del Sistema di Gestione 
della Sicurezza al fine di ottenere la certificazione ISO 45001:2018. Poiché ad oggi il 
processo di implementazione/certificazione in materia di sicurezza sul lavoro non è 
concluso, la Società intende adottare il Modello Organizzativo per le restanti parti speciali; 
si procederà all’implementazione della parte speciale relativa alla sicurezza non appena il 
relativo Sistema di Gestione sarà definito. 
 
Per quanto riguarda le restanti categorie di Reati Presupposto previste dal Decreto si è 
ritenuto che, alla luce dell’attività principale svolta dalla Società, del contesto socio-
economico in cui opera e dei rapporti e delle relazioni giuridiche ed economiche che 
usualmente la stessa instaura con soggetti terzi, non siano presenti profili di rischio tali da 
rendere ragionevolmente fondata la possibilità della loro commissione nell’interesse o a 
vantaggio della Società.  
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La Società, in ogni caso, valuta costantemente la rilevanza ai fini del presente Modello di 
eventuali ulteriori reati, attualmente previsti dal Decreto o introdotti da successive 
integrazioni allo stesso. 

3.2 Struttura del Modello 
Il presente Modello si compone di: 

• una Parte Generale, che comprende una breve disamina delle componenti essenziali 
del Modello, tra cui l’individuazione delle categorie di reato rilevanti per la Società, 
l’individuazione dei destinatari del Modello, le caratteristiche principali, le funzioni e i 
poteri dell’Organismo di Vigilanza, il sistema sanzionatorio posto a presidio delle 
violazioni alle prescrizioni contenute nel Modello, nonché il sistema di formazione e 
comunicazione del Modello; 

• Una Parte Speciale, concernenti i seguenti Reati Presupposto:  

A. Reati contro la Pubblica Amministrazione (artt. 24 e 25 del Decreto) 

B. Reati societari (art. 25 ter del Decreto); 

C. Delitti contro l’industria e il commercio; 

D. Reati di riciclaggio, ricettazione e autoriciclaggio (art. 25 octies del Decreto); 

E. Delitti in materia di violazione del diritto d’autore (art. 25  novies del 
Decreto) 

F. Induzione a non rendere dichiarazioni o a rendere dichiarazioni mendaci 
all’autorità giudiziaria  (art. 25-decies del Decreto); 

G. Reati tributari - (art. 25 quinquiesdecies del Decreto); 
H. Delitti informatici e trattamento illecito di dati - (art. 24 bis del Decreto); 
I. Altri reati presupposto: Delitti di criminalità organizzata (art. 24 ter del 

Decreto); Reati transnazionali (Legge 16 marzo 2006, n. 146); Delitti con 
finalità di terrorismo o di eversione dell’ordine democratico (art. 25 quater 
del Decreto); Impiego di cittadini di paesi terzi il cui soggiorno è irregolare: 
(art. 25-duodecies del Decreto); Delitti contro la personalità individuale (art. 
25 quinquies del Decreto. 

 

Sono, inoltre, parte integrante del presente documento lo “Statuto dell’Organismo di 
Vigilanza” (Allegato A), la “Mappatura delle Aree ed Attività a Rischio di reato”  (Allegato B), 
l’”Elenco dei reati presupposto” (Allegato C), nonché tutte le disposizioni, i provvedimenti 
interni, gli atti e le procedure operative che di questo documento costituiscono attuazione. 

3.3 Finalità del Modello 
Il Modello predisposto dalla Società sulla base dell’individuazione delle aree di possibile 
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rischio nell’attività aziendale, al cui interno si ritiene più alta la possibilità che siano 
commessi i reati presupposto, si propone come finalità quelle di:  

• predisporre un sistema strutturato ed organico di procedure ed attività di controllo 
che abbia come obiettivo la riduzione del rischio di commissione di tali reati mediante 
l’individuazione dei processi sensibili e la loro conseguente proceduralizzazione; 

• creare, in tutti coloro che operano con, in nome, per conto e nell’interesse della 
Società nelle aree di attività a rischio, la consapevolezza di poter incorrere – in caso di 
comportamenti non conformi alle prescrizioni del Modello Organizzativo e alle altre 
norme e procedure aziendali, oltre che alla legge –in un illecito passibile di sanzioni, 
sul piano penale e amministrativo, irrogabili non solo nei propri confronti, ma anche 
nei confronti della Società;  

• censurare ogni forma di comportamento illecito in quanto contraria, oltre che alle 
disposizioni di legge, anche ai principi adottati dalla Società, attraverso la costante 
attività dell’Organismo di Vigilanza sull’operato dei Destinatari del Modello rispetto ai 
processi sensibili e la comminazione di sanzioni disciplinari o contrattuali;  

• garantire alla Società, grazie a un’azione di controllo delle attività aziendali nelle aree 
di attività a rischio, la concreta ed effettiva possibilità di intervenire tempestivamente 
per prevenire la commissione dei reati stessi.  

Il Modello si propone, altresì, di:  

• sensibilizzare e diffondere a tutti i livelli aziendali le regole di condotta ed i protocolli 
per la programmazione della formazione e dell’attuazione delle decisioni della Società, 
al fine di gestire e conseguentemente evitare il rischio della commissione di reati;  

• individuare preventivamente le aree di attività a rischio afferenti l’attività della 
Società, vale a dire le aree aziendali che risultano interessate dalle possibili casistiche 
di reato ai sensi del Decreto;  

• dotare l’Organismo di Vigilanza di specifici compiti e di adeguati poteri al fine di 
vigilare efficacemente sull’effettiva attuazione e sul costante funzionamento del 
Modello, nonché valutare il mantenimento nel tempo dei requisiti di solidità e 
funzionalità del Modello medesimo; 

• registrare correttamente tutte le operazioni della Società nell’ambito delle attività 
individuate come a rischio di commissione di reati rilevanti ai sensi del Decreto, al fine 
di rendere possibile la verifica dei processi di decisione, autorizzazione ed il loro 
svolgimento in seno alla Società, onde assicurarne la preventiva individuazione e 
rintracciabilità in tutte le loro componenti rilevanti;  

• assicurare l’effettivo rispetto del principio della separazione delle funzioni aziendali, 
nonché delineare e delimitare le responsabilità nella formazione e nell’attuazione 
delle decisioni della Società;  
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• stabilire poteri autorizzativi assegnati in coerenza e con le responsabilità organizzative 
e gestionali assegnate, rendendo note le deleghe di poteri, le responsabilità ed i 
compiti all’interno della Società, assicurando che gli atti con i quali si conferiscono 
poteri, deleghe e autonomie siano compatibili con i principi di controllo preventivo;  

• valutare l’attività di tutti i soggetti che interagiscono con la Società, nell’ambito delle 
aree a rischio di commissione di reato, nonché il funzionamento del Modello, 
curandone il necessario aggiornamento periodico in senso dinamico nell’ipotesi in cui 
le analisi e le valutazioni operate rendano necessario effettuare correzioni ed 
adeguamenti.  

4 I DESTINATARI DEL MODELLO 
Il Modello costituisce un valido strumento di sensibilizzazione per tutti coloro che operano 
in nome e per conto della Società, affinché mantengano, nell’espletamento delle proprie 
attività e nel perseguimento dei propri interessi, comportamenti corretti e lineari, sulla base 
di procedure definite allo scopo di prevenire il rischio di commissione dei reati contemplati 
nel Decreto.  
Sono destinatari (di seguito i “Destinatari”) del Modello della Società e si impegnano al 
rispetto del contenuto dello stesso: 

- coloro che svolgono, anche di fatto, funzioni di amministrazione, direzione, gestione 
o controllo nella Società o di una sua unità organizzativa dotata di autonomia 
finanziaria o funzionale; 

- i dipendenti della Società, i lavoratori ad essa distaccati e/o somministrati; 
- coloro che collaborano con la Società in forza di un rapporto di lavoro 

parasubordinato o temporaneo o interinale (collaboratori a progetto, agenti, 
rappresentanti, ecc.); 

- coloro che, pur non appartenendo alla Società, operano su mandato o per conto 
della stessa (consulenti, periti, ecc); 

- i fornitori, i fornitori di servizi anche in outsourcing e terze parti che operano con la 
Società nell’ambito delle aree di attività cosiddette “sensibili”. 

Tutti i Destinatari del Modello sono tenuti a rispettare con la massima diligenza le 
disposizioni contenute nel Modello e le sue procedure di attuazione.  
I contratti che regolano i rapporti con soggetti terzi (fornitori e consulenti), devono 
prevedere apposite clausole che indichino chiare responsabilità in merito al mancato 
rispetto delle politiche di impresa della Società e dei principi del Decreto, nonché, qualora 
necessario, l’obbligo di ottemperare alle richieste di informazioni o di esibizione di 
documenti da parte dell’Organismo di Vigilanza della Società. Tali clausole devono altresì 
prevedere la possibilità per la Società di risolvere detti rapporti contrattuali in caso di 
violazioni da parte dei terzi degli obblighi sopra indicati. 
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5 L’ORGANISMO DI VIGILANZA 

5.1 Nomina e durata in carica 
Al fine di dare concreta attuazione al Modello, il compito di vigilare sul funzionamento e 
sull’osservanza del medesimo nonché di curare il suo aggiornamento deve essere affidato 
ad un organismo dotato di autonomi poteri di iniziativa e di controllo. Il Consiglio di 
Amministrazione di SOTEMAPACK S.p.A. provvede alla nomina dell’Organismo di Vigilanza. 
Tale Organismo rimarrà in carica per un periodo di tre esercizi. I componenti potranno 
essere confermati nei successivi trienni, sono revocabili solo per giusta causa e decadono 
per il venir meno dei requisiti di indipendenza di seguito meglio contemplati o per 
assenza ingiustificata dalle riunioni dell’OdV.  

5.2 Compiti dell’OdV 
L’Organismo di Vigilanza ha le seguenti attribuzioni:  

A. vigilare sull’effettività del Modello mediante la verifica della coerenza tra i 
comportamenti concreti e quelli previsti dal Modello e attraverso il presidio delle 
aree a rischio di reato individuate nelle parti speciali. Per poter ottemperare a tali 
doveri l’Organismo può stabilire le attività di controllo ad ogni livello operativo, 
dotandosi degli strumenti necessari a segnalare tempestivamente anomalie e 
disfunzioni del Modello verificando le procedure di controllo. Ogni operazione 
ritenuta a rischio specifico deve essere segnalata all’Organismo. Ciò consentirà di 
procedere, in ogni momento, alla effettuazione dei controlli che descrivono le 
caratteristiche e le finalità dell’operazione ed individuano chi ha autorizzato, 
registrato e verificato l’operazione. L’Organismo dovrà attivare le procedure di 
controllo considerando l’esigenza dell’operatività aziendale ed il fatto che la 
responsabilità primaria sulla gestione delle attività è comunque demandata ai 
responsabili delle Direzioni e/o ai vertici aziendali e agli organi sociali a ciò 
deputati.  

B. Verificare periodicamente l’adeguatezza del Modello, cioè l’idoneità a prevenire i 
comportamenti che intende escludere e contrastare, il mantenimento nel tempo 
dei requisiti di solidità e funzionalità del medesimo, attraverso un monitoraggio 
costante sul sistema dei controlli, dei protocolli e della governance nel suo 
complesso.  

C. Proporre al Consiglio di Amministrazione l’aggiornamento del Modello nel caso in 
cui i controlli operati rendano necessarie correzioni ed adeguamenti. In particolare 
l’Organismo deve:  

- accertare che il Modello sia mantenuto aggiornato conformemente alla 
evoluzione della legge, nonché in conseguenza delle modifiche alla 
organizzazione interna e all’attività aziendale;  
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- collaborare alla predisposizione ed integrazione della normativa interna 
(codici deontologici, istruzioni operative, protocolli, procedure di controllo, 
ecc.) dedicata alla prevenzione dei rischi; 

- promuovere iniziative atte a diffondere la conoscenza tra gli organi ed i 
dipendenti di SOTEMAPACK S.p.A. del Modello, fornendo le istruzioni ed i 
chiarimenti eventualmente necessari nonché collaborando con la Direzione 
alla istituzione di specifici seminari di formazione;  

- provvedere a coordinarsi con le altre funzioni aziendali per un miglior 
controllo delle attività e per tutto quanto attenga per la concreta 
attuazione del Modello;  

- disporre verifiche straordinarie e/o indagini mirate con possibilità di 
accedere direttamente alla documentazione rilevante laddove si evidenzino 
disfunzioni del Modello o si sia verificata la commissione dei reati oggetto 
delle attività di prevenzione. 

5.3 Requisiti dell’Organismo di Vigilanza  
 
I requisiti richiesti all’Organismo di Vigilanza sono i seguenti: 
-- AUTONOMIA ED INDIPENDENZA, ovvero  autonomia funzionale dell’organismo stesso,  possesso 
di autonomi poteri di iniziativa e controllo, assenza di compiti operativi, collocazione in 
posizione di staff al Consiglio di Amministrazione; 
-  PROFESSIONALITÀ, ovvero competenze legali penalistiche ed in tema di Decreto 231/01, 
competenze nella organizzazione ed analisi e controllo dei processi aziendali e analisi 
delle procedure; competenze in ordine ai controlli di flussi finanziari.  
-  CONTINUITÀ DI AZIONE, da realizzarsi attraverso le riunioni periodiche e la presenza 
nell’Organismo  di una persona interna alla struttura. 
 

5.4 Composizione  
 
Nulla dispone il Decreto in merito alla composizione dell’Organismo, limitandosi a fornire 
una sintetica definizione dello stesso, inteso come “organismo dell’ente dotato di 
autonomi poteri di iniziativa e di controllo”. Ai sensi del comma 4 bis dell’art. 6, D. Lgs. 
231/01, nelle società di capitali le funzioni dell’organismo di vigilanza possono essere 
svolte anche dal collegio sindacale. Il Legislatore rimette ogni decisione in ordine alla 
composizione dell’Organismo di Vigilanza ai singoli enti che intendono adeguarsi alle 
prescrizioni del Decreto, scelta che deve risultare adeguata alla specifica realtà aziendale. 
La dottrina e la prassi hanno elaborato diverse ed eterogenee soluzioni in merito alla 
possibile architettura e composizione dell’Organismo di Vigilanza, ciò anche in 
considerazione delle caratteristiche dimensionali dell’ente, delle relative regole di 
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Corporate Governance e della necessità di realizzare un equo bilanciamento tra costi e 
benefici.  
Al riguardo il Consiglio di Amministrazione ha analizzato le soluzioni ipotizzate dai propri 
consulenti, al fine di individuare e raffrontare i diversi punti di forza con le eventuali 
criticità delle diverse soluzioni prospettate, ed ha ritenuto che la soluzione che meglio 
garantisce il rispetto dei requisiti previsti dal Decreto sia rappresentata dal conferire le 
attribuzioni ed i poteri dell’OdV ad un organismo collegiale costituito ad hoc, da due 
professionisti esterni (tra i quali un componente del Collegio Sindacale), individuando 
altresì una persona interna alla struttura che sia di ausilio all’OdV per la raccolta dei flussi 
informativi e per supportarlo nell’organizzazione delle attività quali – in via 
esemplificativa – l’organizzazione dell’attività formativa, la diffusione delle informative sul 
Modello Organizzativo, etc. 

5.5 Linee di riporto 
L’Organismo di Vigilanza sarà posto in posizione referente al Consiglio di 
Amministrazione. L’Organismo di Vigilanza indirizzerà al Consiglio di Amministrazione, 
salvo specifiche necessità, almeno una relazione annuale sul Modello di Organizzazione e 
di Gestione, contenente:  

- le proprie osservazioni sulla effettività ed efficacia del Modello, con indicazione 
delle integrazioni e/o modifiche ritenute necessarie;  

- l'eventuale raccomandazione di provvedere all’aggiornamento del Modello a 
seguito delle modifiche legislative intervenute ovvero nell'assetto societario e 
organizzativo;  

- una sintesi delle rilevazioni effettuate e delle azioni correttive/preventive da porre 
in essere.  

L’Organismo di Vigilanza potrà chiedere al Consiglio di Amministrazione di essere sentito 
ogni qualvolta lo ritenga necessario.  

5.6 Obblighi di informazione verso l’Organismo di Vigilanza, canali di segnalazione e 
tutela del segnalante (c.d. “Whistleblowing”) 

 
L’art. 6, comma 2, lettera d) del Decreto dispone che il Modello adottato preveda obblighi 
di informazione nei confronti dell’Organismo di Vigilanza. Tali obblighi, posti in capo alle 
funzioni aziendali a rischio di reato, sono attuati quale strumento per agevolarne l’attività 
di vigilanza e riguardano le anomalie riscontrate nell’ambito della propria funzione. 
L’inadempimento dell’obbligo di informazione deve essere considerato come specifico 
illecito disciplinare.  
 
Ai sensi dell’art. 6, comma 2bis del D. Lgs 231/01 (modificato dalla L. n. 179/2017 che ha 



	

 
	

Modello	di	Organizzazione,	Gestione	e	Controllo	–	Parte	Generale	
	

	 																Pag.	25/37	
 
 

esteso anche al settore privato il c.d. “whistleblowing” e, successivamente, dall’art. 24, 
comma 5, D. Lgs. 10 marzo 2023, n. 24) il Modello deve altresì prevedere:  

a) canali di segnalazione interna che garantiscano la riservatezza dell’identità della 
persona segnalante, della persona coinvolta e della persona menzionata nella 
segnalazione, nonché del contenuto della segnalazione e della relativa 
documentazione;    

b)  il divieto di atti di ritorsione, anche solo tentata o minacciata,  o discriminatori 
(diretti o indiretti) nei confronti del segnalante e dei soggetti indicati dall’art. 3, 
comma 5°, D. Lgs. n. 24/2023, per motivi collegati, direttamente o indirettamente, 
alla segnalazione; 

c)  sanzioni disciplinari nei confronti di chi viola le misure di tutela del segnalante.  
 
La Società ha aggiornato i canali di segnalazione (c.d. “Whistleblowing”) recependo il 
dettato normativo e ne ha affidato la gestione all’Organismo di Vigilanza (formato da 
professionisti esterni). 
La procedura di segnalazione è pubblicata sul sito internet della Società ed è stata 
trasmessa a tutto il personale e pubblicata in bacheca.”. 

5.7 Autonomia finanziaria 
 
Al fine di garantire all’OdV la necessaria autonomia finanziaria, il CdA approva il budget 
annuale di spesa sulla base della semplice richiesta dell’OdV.  
Il budget stanziato deve essere sufficiente a garantire l’espletamento delle attività di 
controllo, verifica e aggiornamento del Modello ivi compresa, se necessaria, l’acquisizione 
di consulenze. Per spese eccedenti il budget definito e per spese straordinarie 
l’Organismo richiede di volta in volta per iscritto l’autorizzazione di spesa al CdA.  
Il Consiglio di Amministrazione si impegna a conferire, su richiesta motivata 
dell’Organismo di Vigilanza, la dotazione finanziaria necessaria ad espletare al meglio la 
propria funzione. 

5.8 Statuto dell’Organismo di Vigilanza 
Il Consiglio di Amministrazione istituisce e fissa i principi di funzionamento dell’Organismo 
di Vigilanza attraverso apposito Statuto (Allegato A). 
L’Organismo di Vigilanza potrà dotarsi di un regolamento di funzionamento che disciplini 
la sua attività, purché tale regolamento non si ponga in contrasto con il Modello. 

5.9 Flussi informativi 

Per esercitare efficacemente le proprie funzioni l’OdV ha poteri ispettivi e di controllo che 
gli permettono di accedere liberamente, senza limitazioni, presso tutti i settori di attività 
aziendali al fine di richiedere ed acquisire, da tutto il personale dipendente e dirigente, 
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informazioni, documentazione e dati funzionali all’espletamento dell’incarico. L’OdV può 
richiedere, inoltre, informazioni rilevanti a collaboratori esterni e prendere visione nonché 
estrarre copia dei libri sociali, dei principali contratti e delle procure in materia di deleghe 
di potere.  

Tali dati e informazioni sono trattati nel rispetto di quanto stabilito in materia di privacy 
dal D.Lgs. 196/2003 e sue modifiche apportate dal regolamento europeo 2016/679.  

L’OdV deve essere costantemente informato di quanto avviene in azienda in ordine alla 
gestione e alla operatività, ove ciò possa determinare modifiche alle valutazioni espresse in 
merito al funzionamento del Modello Organizzativo. Esso è tenuto a relazionarsi 
periodicamente con l’organo amministrativo nei confronti del quale instaura un rapporto di 
collaborazione e cooperazione. 
L’OdV deve essere in grado di acquisire le informazioni riguardanti principalmente: 

- le anomalie riscontrate nell’esercizio dell’attività d’impresa che facciano 
ragionevolmente ipotizzare una violazione degli obblighi contenuti nel Modello; 

- l’insorgere di nuovi rischi nelle aree di competenza dei vari responsabili; 

- ogni accertamento o verifica dell’autorità pubblica; 

- la conclusione di operazioni commerciali o finanziarie rilevanti per consistenza 
economica, modalità di esecuzione, grado di rischio, coinvolgimento di parti 
correlate, ecc. 

A tal fine, all’interno del Modello sono previsti, in base all’art. 6, co. 2, lett. d) del Decreto, 
specifici obblighi informativi in capo a tutti i Destinatari delle indicazioni in esso 
contenute. Nella prassi, relativamente agli obblighi di riferire o alla facoltà di 
consultazione dell’OdV, viene previsto che: 

- i soggetti apicali e i responsabili di direzione e di funzione possano interloquire 
direttamente con l’OdV; 

- il personale dipendente non responsabile di funzione e i collaboratori possano 
interloquire con l’OdV per il tramite del proprio superiore o direttamente, qualora 
lo richiedano particolari esigenze o giustificati motivi. 

L’efficacia dell’attività svolta dall’OdV trova fondamentale supporto in un sistema 
tempestivo, corretto e completo di segnalazioni ed informazione provenienti dai 
Destinatari del Modello, che dovranno pertanto garantire la massima cooperazione.  
 
Le segnalazioni di eventuali anomalie e violazioni del Modello devono essere inviate 
direttamente all’OdV agli indirizzi di posta elettronica dei rispettivi componenti pubblicati 
sul sito internet.  
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Oltre alle segnalazioni di cui sopra, il personale della Società, sia dirigente che non dirigente 
e tutti i soggetti terzi devono obbligatoriamente trasmettere all’OdV le informative 
concernenti: 

- i provvedimenti e/o le notizie degli organi di Polizia Giudiziaria e/o dell’Autorità 
Giudiziaria, ovvero di qualsiasi altra autorità, dai quali si evinca lo svolgimento di 
indagini, anche nei confronti di ignoti, per i reati di cui al Decreto suscettibili di 
coinvolgere la Società e/o il personale della stessa e/o, ove a conoscenza, i 
collaboratori esterni della Società medesima; 

- le richieste di assistenza legale effettuate da parte di dipendenti della Società, 
dirigenti e non, in caso di avvio di procedimenti giudiziari nei loro confronti per i 
reati previsti dal Decreto; 

- tutte le informazioni - anche quelle provenienti da parte dei responsabili di 
funzioni aziendali diverse da quelle direttamente interessate dallo svolgimento di 
Attività a rischio reato, nell’esercizio dei loro compiti di controllo - dalle quali 
possano emergere fatti, atti, eventi od omissioni con profili di criticità rispetto 
all’osservanza delle norme del Decreto; 

- tutte le informazioni concernenti l’applicazione del Modello, con particolare 
riferimento ai procedimenti disciplinari conclusi o in corso e alle eventuali sanzioni 
irrogate ovvero ai provvedimenti di archiviazione di tali procedimenti, unitamente 
alle relative motivazioni; 

- le decisioni relative alla richiesta, erogazione ed utilizzo di finanziamenti pubblici; 

- le decisioni relative all’esecuzione di opere di ristrutturazione, di bonifica, di 
manutenzione degli immobili di proprietà o in gestione alla Società, nei limiti in cui 
dette operazioni comportino dei contatti con la Pubblica Amministrazione. 

L’OdV, qualora lo ritenga opportuno, potrà proporre al Consiglio di Amministrazione 
eventuali modifiche della lista di informative sopra indicata. Fermo quanto precede, 
l’Organismo di Vigilanza potrà stabilire ulteriori flussi informativi al fine di garantire un 
controllo più efficace sul funzionamento e l’osservanza del Modello. 
 
5.10 Obblighi di segnalazione dell’OdV 

 Nel caso in cui l’Organismo di Vigilanza, nell’esercizio delle sue funzioni, abbia cognizione di 
condotte, fatti, atti, eventi od omissioni che, oltre a costituire una violazione del Modello, 
possano costituire una notizia di reato presupposto rilevante ai sensi del Decreto, è tenuto 
a: 

- effettuare tutte le indagini interne necessarie ad approfondire la fattispecie 
concreta, coinvolgendo, qualora ritenuto necessario, anche consulenti esterni; 

- laddove opportuno, informare tempestivamente per iscritto il Presidente, il 
Consiglio di Amministrazione ed il Collegio Sindacale, sempreché non ravvisi una 
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situazione di conflitto di interessi, descrivendo dettagliatamente i fatti oggetto di 
contestazione e le fattispecie criminose potenzialmente rilevanti; 

- nei limiti delle proprie competenze, fornire tutto il supporto richiesto dal 
Presidente, dal Consiglio di Amministrazione e dal Collegio Sindacale al fine di 
valutare approfonditamente le condotte, i fatti, gli atti, gli eventi o le omissioni 
occorse, redigendo apposita verbalizzazione delle attività espletate, sempreché 
non ravvisi una situazione di conflitto di interessi. 

 Fermo quanto precede, qualora l’OdV ritenga che le condotte, i fatti, gli atti, gli eventi o le 
omissioni possano, anche solo in astratto, costituire una notizia di reato presupposto 
rilevante ai sensi del Decreto, si impegna a redigere apposita relazione scritta e a 
trasmetterla tempestivamente al Presidente ed al Consiglio di Amministrazione. Detta 
segnalazione dovrà essere svolta nel rispetto della disciplina del  c.d. “whistleblowing”. 

 

6 IL SISTEMA DISCIPLINARE 

6.1 Principi generali 

Ai sensi dell’art. 6, co. 2, lett. e), e dell’art. 7, co. 4, lett. b), del Decreto, i modelli di 
organizzazione, gestione e controllo, possono ritenersi efficacemente attuati solo se 
prevedano un sistema disciplinare idoneo a sanzionare il mancato rispetto delle misure in 
essi indicate. 

L’applicazione delle sanzioni disciplinari prescinde dall’avvio o dall’esito di un eventuale 
procedimento penale, in quanto il Modello costituiscono regole vincolanti per i Destinatari, 
la violazione delle quali potrà essere sanzionata indipendentemente dall’effettiva 
realizzazione di un reato o dalla punibilità dello stesso. 

Il sistema disciplinare si ispira ai principi di trasparenza e di equità dei processi di indagine 
per accertare la violazione e garantisce il diritto di difesa dei soggetti indagati, nonché la 
tempestività e la puntualità di applicazione delle sanzioni. 

Le sanzioni irrogate a fronte delle infrazioni devono, in ogni caso, rispettare il principio di 
gradualità e di proporzionalità delle sanzioni rispetto alla gravità delle violazioni commesse. 
La determinazione della tipologia, così come dell’entità della sanzione irrogata a seguito 
della commissione di infrazioni, ivi compresi gli illeciti rilevanti ai sensi del Decreto, deve 
essere improntata alla valutazione di quanto segue: 

- l’intenzionalità del comportamento da cui è scaturita la violazione; 
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- la negligenza, l’imprudenza e l’imperizia dimostrate dall’autore in sede di 
commissione della violazione, specie in riferimento all’effettiva possibilità di 
prevedere l’evento; 

- la rilevanza ed eventuali conseguenze della violazione o dell’illecito; 
- la posizione del Destinatario all’interno dell’organizzazione aziendale, specie in 

considerazione delle responsabilità connesse alle sue mansioni; 
- le eventuali circostanze aggravanti (quali le precedenti sanzioni disciplinari a carico 

dello stesso Destinatario nei due anni precedenti la violazione) o attenuanti che 
possano essere rilevate in relazione al comportamento tenuto dal Destinatario;  

- il concorso di più Destinatari, in accordo tra loro, nella commissione della violazione 
o dell’illecito. 

La Società, consapevole della necessità di rispettare le norme di legge e le disposizioni 
pattizie vigenti in materia, assicura che le sanzioni irrogabili ai dipendenti ai sensi del 
presente sistema disciplinare sono conformi a quanto previsto dai contratti collettivi 
nazionali del lavoro applicabili al settore. La Società assicura altresì che l’iter procedurale 
per la contestazione dell’illecito e per l’irrogazione della relativa sanzione è in linea con 
quanto disposto dall’art. 7 della Legge 30 maggio 1970, n. 300 (cd. “Statuto dei lavoratori”). 

Per i Destinatari che sono legati da contratti di natura diversa da un rapporto di lavoro 
dipendente (amministratori e in generale i soggetti terzi) le misure applicabili e le 
procedure sanzionatorie devono avvenire nel rispetto della legge e delle condizioni 
contrattuali. 

6.2 Destinatari del sistema disciplinare 

I destinatari del presente sistema disciplinare, i quali corrispondono ai destinatari del 
Modello stesso, hanno l’obbligo di uniformare la propria condotta ai principi e alle 
procedure definite nel Modello. 

A titolo esemplificativo, costituiscono infrazioni i seguenti comportamenti: 

• la violazione, anche con condotte omissive e in eventuale concorso con altri, dei 
principi, delle regole e delle procedure previste dal presente Modello o stabilite per la 
sua attuazione; 

• la redazione, eventualmente in concorso con altri, di documentazione non veritiera; 
• l’agevolazione, mediante condotta omissiva, della redazione da parte di altri, di 

documentazione non veritiera; 
• la sottrazione, la distruzione o l’alterazione della documentazione inerente le procedure 

per sottrarsi al sistema dei controlli previsto dal Modello;  
• l’ostacolo alla attività di vigilanza dell’OdV e/o dei soggetti dei quali lo stesso si avvale; 
• l’impedimento all’accesso alle informazioni e alla documentazione richiesta dai soggetti 

preposti ai controlli delle procedure e delle decisioni;  
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• la realizzazione di qualsiasi altra condotta idonea a eludere il sistema di controllo 
previsto dal Modello; 

• l’omessa segnalazione all’OdV delle violazioni rilevate; 
• l’aver effettuato con dolo o colpa grave segnalazioni che si rivelano infondate; 
• le violazioni descritte dall’art. 21, comma 1°, D. Lgs. 24/2023 (c.d. “Whistleblowing”): 

• l'aver commesso ritorsioni o avere ostacolato (o tentato di ostacolare) una 
segnalazione o aver violato l'obbligo di riservatezza delle segnalazioni e del 
segnalante; 

• non aver istituito i canali di segnalazione, non aver adottato procedure per 
l'effettuazione e la gestione delle segnalazioni ovvero averle adottate in maniera non 
conforme al dettato normativo, nonché il non aver svolto l'attività  di verifica e 
analisi delle segnalazioni ricevute;  

• quando è accertata, anche con sentenza di primo grado, la responsabilità penale 
della persona segnalante per i reati di diffamazione o di calunnia o comunque per i 
medesimi reati commessi con la denuncia all'autorità giudiziaria o contabile ovvero 
la sua responsabilità civile, per lo stesso titolo, nei casi di dolo o colpa grave. 

Ogni eventuale violazione dei suddetti dettami rappresenta, se accertata: 

• nel caso di dipendenti e dirigenti, un inadempimento contrattuale in relazione alle 
obbligazioni che derivano dal rapporto di lavoro ai sensi dell’art. 2104 c.c. e dell’art. 
2106 c.c.; 

• nel caso di amministratori, l’inosservanza dei doveri ad essi imposti dalla legge e dallo 
statuto ai sensi dell’art. 2476 c.c.; 

• nel caso di soggetti esterni, costituisce inadempimento contrattuale e legittima la 
Società a risolvere il contratto, fatto salvo il risarcimento del danno. 

Il procedimento per l’irrogazione delle sanzioni di cui nel seguito tiene dunque conto delle 
particolarità derivanti dallo status giuridico del soggetto nei cui confronti si procede. 

6.3 Sanzioni nei confronti di personale dipendente in posizione non dirigenziale 

Le sanzioni ed il relativo iter di contestazione dell’infrazione si differenziano in relazione alla 
diversa categoria di Destinatario. 

I comportamenti tenuti dai lavoratori dipendenti non aventi qualifica dirigenziale in 
violazione delle norme contenute nel Modello, nei protocolli aziendali e nei loro 
aggiornamenti, nonché nelle procedure e policy aziendali hanno rilevanza disciplinare. 

Con riferimento alle sanzioni irrogabili nei riguardi di operai, impiegati e quadri, esse 
rientrano tra quelle previste dal sistema disciplinare aziendale e dal sistema sanzionatorio 
previsto dal CCNL, nel rispetto delle procedure previste dall’art. 7 dello Statuto dei 
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lavoratori ed eventuali normative speciali applicabili. In particolare, in applicazione dei 
principi di proporzionalità nonché dei criteri di correlazione tra infrazione sanzione, incorre 
nei provvedimenti di:  

- ammonizione verbale; 
- ammonizione scritta; 
- multa non superiore all’importo di 3 ore di retribuzione; 
- sospensione dal lavoro e dalla retribuzione per un periodo non superiore a 3 giorni di 

effettivo lavoro; 
- licenziamento con preavviso , 

il lavoratore che: 

- non si attenga alle procedure previste dal Modello e dagli allegati allo stesso, nonché 
dai protocolli aziendali (tra cui, a mero titolo esemplificativo, obbligo di informazione, 
comunicazione e segnalazione all’OdV, obbligo di svolgere le verifiche prescritte, ecc.) 
e/o non osservi le procedure che, di volta in volta, verranno implementate dalla Società, 
a seguito di eventuali aggiornamenti e integrazioni del Modello e che verranno 
opportunamente comunicate; 

- adotti, nell’espletamento di attività a rischio reato (come definite nella Parte Speciale 
del Modello), un comportamento non conforme alle prescrizioni del Modello e degli 
allegati allo stesso, nonché dei protocolli aziendali e dei loro aggiornamenti. 

Il richiamo verbale e l’ammonizione scritta verranno applicate per le mancanze di minor 
rilievo mentre la multa, la sospensione dal lavoro e dalla retribuzione e il licenziamento con 
preavviso per quelle di maggior rilievo, il tutto secondo un principio di proporzionalità da 
valutarsi caso per caso. 

Incorre, inoltre, nel provvedimento di licenziamento senza preavviso, ma con trattamento 
di fine rapporto il dipendente che: 

- non si attenga alle procedure prescritte dal Modello, dagli allegati allo stesso, 
nonché dai protocolli aziendali e dai loro aggiornamenti, adotti nell’espletamento di 
Attività a rischio reato una condotta non conforme alle prescrizioni contenute in tali 
documenti e il suo comportamento sia di gravità tale da non consentire la 
prosecuzione, neanche provvisoria, del rapporto.  

Nel rispetto delle previsioni di cui all’art. 7 della L. n. 300 del 1970, del CCNL e del Modello, 
l’OdV monitorerà l’applicazione e l’efficacia del sistema disciplinare qui descritto. 

6.4 Sanzioni nei confronti di personale dipendente in posizione dirigenziale 
Nei casi di:  
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- violazione, da parte dei dirigenti, delle norme del Modello e degli allegati allo stesso 
e dei protocolli aziendali e/o delle procedure che di volta in volta verranno 
implementate dalla Società a seguito di eventuali aggiornamenti e integrazioni e 
opportunamente comunicate 

- adozione, nell’espletamento di attività a rischio reato, di un comportamento non 
conforme alle prescrizioni alle prescrizioni del Modello e degli allegati allo stesso, 
nonché dei protocolli aziendali e dei loro aggiornamenti 

le relative misure di natura disciplinare da adottare saranno valutate secondo quanto 
previsto dal presente sistema disciplinare, tenendo anche in considerazione il particolare 
rapporto di fiducia che vincola i profili dirigenziali alla Società e, comunque, in conformità ai 
principi espressi dal CCNL. 
Le sanzioni disciplinari applicabili, graduate in relazione all’intensità ed eventuale recidiva 
del comportamento, possono consistere in: 

- ammonizione scritta; 

- multa nel massimo di una giornata di retribuzione tabellare; 

- sospensione dalle funzioni e dallo stipendio fino a un massimo di tre giornate; 

- spostamento ad altra funzione che non comporti gestione di Attività a rischio reato, 
compatibilmente con le esigenze dell’organizzazione aziendale e nel rispetto dell’art. 
2103 c.c.; 

- licenziamento per giusta causa. 

La misura in concreto della sanzione sarà determinata tenendo presente la natura ed 
intensità della violazione, l’eventuale reiterazione della violazione medesima, nonché 
l’attendibilità, validità ed inerenza delle giustificazioni presentate dall’interessato. 
Le medesime sanzioni si applicano anche laddove, per imperizia o negligenza, il dirigente 
abbia impedito o non agevolato la scoperta di violazioni del Modello o, nei casi più gravi, la 
commissione di reati rilevanti ai fini del Decreto, nonché qualora abbia omesso di vigilare, 
in ragione delle competenze professionali e dei poteri gerarchici e funzionali corrispondenti 
alla natura del suo incarico, sul rispetto, da parte del personale da lui dipendente, delle 
norme di legge, del presente Modello. 

6.5 Sanzioni nei confronti degli Amministratori 
Nel caso di violazione del Modello, dei protocolli aziendali e dei loro aggiornamenti, nonché 
nelle procedure e policy aziendali da parte di uno o più degli Amministratori, dovrà essere 
informato senza indugio il Consiglio di Amministrazione ed il Collegio Sindacale per le 
opportune valutazioni e provvedimenti. 
Le eventuali sanzioni applicabili agli amministratori possono consistere, in relazione alla 
gravità del comportamento, in: 
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- censura scritta a verbale; 

- sospensione del compenso; 

- revoca dall’incarico per giusta causa da parte dell’Assemblea. 

Le medesime sanzioni si applicano anche laddove, per imperizia o negligenza, gli 
Amministratori abbiano impedito o non agevolato la scoperta di violazioni del Modello o, 
nei casi più gravi, la commissione di reati rilevanti ai fini del Decreto, nonché qualora 
abbiano omesso di vigilare, in particolare con riferimento alle deleghe eventualmente 
attribuite, sul rispetto, da parte del personale della Società, delle norme di legge, del 
presente Modello. 
Nell’ipotesi in cui sia stato disposto il rinvio a giudizio di uno o più degli Amministratori, 
presunti autori del reato da cui deriva la responsabilità amministrativa della Società, il 
Presidente del Consiglio di Amministrazione dovrà procedere alla convocazione 
dell’Assemblea dei Soci per deliberare in merito alla revoca del mandato. 
 

7 IL PIANO DI FORMAZIONE E COMUNICAZIONE 

7.1 Formazione 

La formazione interna costituisce uno strumento imprescindibile e obbligatorio per 
un’efficace attuazione del Modello e per una diffusione capillare dei principi di 
comportamento e di controllo adottati dalla Società, al fine di una ragionevole prevenzione 
dei reati da cui il Decreto fa scaturire la responsabilità amministrativa. 

I programmi di formazione sono soggetti a verifica da parte dell’OdV, dal quale necessitano 
di essere condivisi. Il General Manager è responsabile per la corretta formazione del 
personale in merito all’applicazione del Modello. 

I requisiti che un programma di formazione deve rispettare sono i seguenti: 

- essere adeguato alla posizione ricoperta dai soggetti all’interno dell’organizzazione 
(neoassunto, impiegato, quadro, dirigente, ecc.); 

- i contenuti devono differenziarsi in funzione dell’attività svolta dal soggetto 
all’interno dell’azienda (attività a rischio, attività di controllo, attività non a rischio, 
ecc.); 

- la periodicità dell’attività di formazione deve essere funzionale al cambiamento cui è 
soggetto l’ambiente esterno in cui si colloca l’agire aziendale, nonché alla capacità di 
apprendimento del personale e al grado di committment del management a 
conferire autorevolezza all’attività formativa svolta; 
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- il relatore deve essere competente ed autorevole al fine di assicurare la qualità dei 
contenuti trattati, nonché di rendere esplicita l’importanza che la formazione in 
oggetto riveste per la Società e per le strategie che la stessa vuole perseguire; 

- la partecipazione ai programmi di formazione deve essere obbligatoria e devono 
essere definiti appositi meccanismi di controllo per monitorare la presenza dei 
soggetti; 

- deve prevedere dei meccanismi di verifica del grado di apprendimento dei 
partecipanti.  

La formazione può essere classificata in generale o specifica.  
La formazione generale deve interessare tutti i livelli dell’organizzazione, al fine di 
consentire ad ogni individuo di venire a conoscenza: 

- dei precetti contenuti nel Decreto in tema di responsabilità amministrativa degli 
enti, dei reati e delle sanzioni ivi previste; 

- del Sistema Disciplinare; 

- delle Linee Guida e dei principi di controllo contenuti nelle procedure operative 
interne e degli standard di comportamento; 

- dei poteri e compiti dell’OdV; 

- del sistema di reporting interno riguardante l’OdV. 

La formazione specifica, invece, interessa tutti quei soggetti che per via della loro attività 
necessitano di specifiche competenze con riferimento al Modello, come il personale che 
opera nell’ambito di attività segnalate come potenzialmente a rischio di commissione di 
taluni illeciti ai sensi del Decreto. La formazione specifica dovrà consentire al soggetto di: 

- avere consapevolezza dei potenziali rischi associabili alla propria attività, nonché 
degli specifici meccanismi di controllo da attivare al fine di monitorare l’attività 
stessa; 

- conoscere le tecniche di valutazione dei rischi inerenti l’attività da esso svolta, 
nonché le esatte modalità di svolgimento della stessa e le procedure che la 
regolamentano, al fine di acquisire la capacità d’individuare eventuali anomalie e 
segnalarle nei modi e nei tempi utili per l’implementazione di possibili azioni 
correttive. 

Anche i soggetti preposti al controllo interno cui spetta il monitoraggio delle attività 
risultate potenzialmente a rischio saranno destinatari di una formazione specifica, al fine di 
renderli consapevoli delle loro responsabilità e del loro ruolo all’interno del sistema del 
controllo interno, nonché delle sanzioni cui vanno incontro nel caso disattendano tali 
responsabilità e tale ruolo.  
In caso di modifiche e aggiornamenti rilevanti del Modello saranno organizzati dei moduli 
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d’approfondimento mirati alla conoscenza delle variazioni intervenute, inoltre, in ultimo, 
saranno organizzati specifici moduli per i neoassunti destinati ad operare nelle aree a 
rischio.  

7.2 Comunicazione 

In linea con quanto disposto dal Decreto e dalle Linee Guida, la Società darà piena 
pubblicità al presente Modello, al fine di assicurare che tutto il personale, gli organi 
societari ed i collaboratori esterni e le controparti contrattuali siano a conoscenza di tutti i 
suoi elementi. 
La comunicazione deve essere capillare, efficace, chiara e dettagliata, con aggiornamenti 
periodici connessi ai mutamenti del Modello, in osservanza di quanto previsto dalle Linee 
Guida. In particolare, la comunicazione deve: 

- essere sufficientemente dettagliata in rapporto al livello gerarchico di destinazione; 

- utilizzare i canali di comunicazione più appropriati e facilmente accessibili ai 
destinatari della comunicazione al fine di fornire le informazioni in tempi utili, 
permettendo al personale destinatario di usufruire della comunicazione stessa in 
modo efficace ed efficiente; 

- essere di qualità in termini di contenuti, tempestiva, aggiornata e accessibile. 

Il piano effettivo di comunicazione relativo al presente Modello dovrà essere sviluppato, in 
coerenza ai principi sopra definiti, tramite i mezzi di comunicazione aziendali ritenuti più 
idonei, quali, ad esempio, l’invio di e-mail o consegna cartacea del Modello (con ricevuta di 
presa visione).  
Ai nuovi assunti viene consegnato un set informativo contenente, oltre ai documenti di 
norma consegnati al neoassunto, il Modello e il Decreto, al fine di assicurare agli stessi le 
conoscenze considerate di primaria rilevanza. 
A tutti i collaboratori esterni e alle controparti contrattuali (consulenti, fornitori, ecc.) deve 
essere fornita in fase di contrattualizzazione del rapporto idonea informativa del Modello. 
Tale pubblicità potrà essere svolta con modalità differenziate, in relazione alla possibilità di 
accesso alla normativa aziendale, piuttosto che attraverso consegna cartacea del Modello 
(con ricevuta di presa visione) ed eventualmente distinguendo in relazione alla tipologia di 
rapporto contrattuale e alla tipologia di attività svolta in relazione ai rischi di Reato 
Presupposto del Decreto.  
 

8 DIFFUSIONE DEL MODELLO E INFORMATIVA A COLLABORATORI ESTERNI E PARTNERS 

 

 La Società promuove la conoscenza e l’osservanza del Modello anche tra i partners 
commerciali e finanziari, i consulenti, i collaboratori a qualsiasi titolo, anche occasionali, i 
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tirocinanti, gli stagisti, gli agenti, i clienti ed i fornitori, e, in generale, chiunque abbia 
rapporti professionali o contrattuali con la Società (i “Soggetti Terzi”). 

 A questo scopo, l’OdV, in stretta cooperazione con la Società e le eventuali funzioni 
interessate, provvederà a definire un’informativa specifica e a curare la diffusione del 
contenuto del Modello presso i Soggetti Terzi, posto che anch’essi sono tenuti ad assumere 
comportamenti conformi alla normativa e tali da non comportare o indurre ad una 
violazione del Modello della Società. 

 La Società, previa proposta dell’OdV, potrà, inoltre: 
a) fornire ai Soggetti Terzi adeguate informative sulle politiche e le procedure 

indicate nel Modello; 
b) inserire nei contratti con i Soggetti Terzi clausole contrattuali tese ad 

assicurare il rispetto del Modello anche da parte loro. 

 In particolare, a tale ultimo riguardo, potrà essere espressamente prevista per la Società la 
facoltà di risoluzione del contratto in caso di comportamenti dei Soggetti Terzi che 
inducano la Società a violare le previsioni del Modello. 

8.1 Informativa all’Organismo di Vigilanza da parte dei Soggetti Terzi 

 I Soggetti Terzi sono tenuti ad informare immediatamente l’OdV, nel caso in cui ricevano, 
direttamente o indirettamente, una richiesta in violazione del Modello. 

 La segnalazione è effettuata direttamente all’Organismo di Vigilanza, tramite l’invio di una 
comunicazione all’indirizzo di posta elettronica all’OdV agli indirizzi di posta elettronica dei 
rispettivi componenti attraverso la procedura di segnalazione richiamata al Par. 5.6 e 
pubblicata su sito aziendale. 

 La Società garantisce ai Soggetti Terzi che essi non subiranno alcuna conseguenza in ragione 
della loro eventuale attività di segnalazione e che, in nessun modo, questa potrà 
pregiudicare la continuazione del rapporto contrattuale in essere. 

 

9 ADOZIONE, MODIFICHE ED INTEGRAZIONE DEL MODELLO 
Essendo il Modello un “atto di emanazione dell’organo dirigente” [in conformità alle 
prescrizioni dell’art. 6, 1° comma, lettera a), D. Lgs. n. 231/01], la sua adozione, così come le 
successive modifiche e integrazioni che dovessero rendersi necessarie per sopravvenute 
esigenze aziendali ovvero per adeguamenti normativi, sono rimesse alla competenza del 
Consiglio di Amministrazione.  
In particolare, il Consiglio di Amministrazione, anche su proposta e con l’ausilio dell’OdV, è 
chiamato ad integrare il Modello con ulteriori Parti Speciali relative ad altre tipologie di 
reati che, per effetto di nuove normative o di eventuali successive intervenute decisioni, 
necessità o attività della Società, possano essere ritenute rilevanti. Tale attività sarà anche 
volta a garantire che non sia introdotto alcun provvedimento di modifica che possa 
contrastare o diminuire l’efficacia del Modello. 
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È, in particolare, attribuito all’OdV il compito di proporre modifiche o integrazioni al 
Modello consistenti, tra l’altro, nella: 

- introduzione di nuove procedure e controlli nel caso in cui non sia sufficiente una 
revisione di quelle esistenti; 

- revisione dei documenti aziendali e societari che formalizzano l’attribuzione delle 
responsabilità e dei compiti alle posizioni responsabili di strutture organizzative 
“sensibili” o comunque che svolgono un ruolo di snodo nelle attività a rischio; 

- introduzione di ulteriori controlli delle attività sensibili, con formalizzazione delle 
iniziative di miglioramento intraprese in apposite procedure; 

- evidenziazione delle esigenze di integrare regole di carattere generale; 

- introduzione di nuove Parti Speciali che tengano in considerazione nuove fattispecie 
di reato inserite dal Decreto o nuove attività che vengano iniziate dalla Società. 
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